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INTRODUCTION 
 
Interparking Nederland B.V., or its subsidiary Parking & Protection B.V. and its related company Interparking 
Producten en Diensten B.V. (hereinafter referred to as “Interparking”)   and the Interparking group companies 
and its affiliated companies (hereinafter referred to as "Interparking Group") acknowledge major importance 
to the protection of your personal data. We strive to protect and process your personal data in strict 
compliance with the privacy protection legislation, in a completely transparent manner.  
  
The purpose of this general privacy notice is to inform you fully on the subject.  It explains how we collect, 
use and keep your personal data. In it we advise you about the importance that we place on the security of 
your data and we state in it how you can contact us regarding our personal data protection practices. We 
would encourage you to take the time to read this general privacy notice to familiarise yourself with our 
practices on the subject.  
 
The current privacy notice relates to the processing of data by Interparking Nederland B.V., or its subsidiary 
Parking & Protection B.V. and its related company Interparking Producten en Diensten B.V. If you use the 
services of Interparking Products and Services B.V. your data will be processed by Interparking Nederland 
B.V. and, in some cases, shared within the Interparking Group. This is because of the settlement of the 
consumption costs between the different countries. 

1. WHAT IS THE SCOPE OF THIS GENERAL PRIVACY NOTICE WITH REGARD TO THE PROTECTION 
OF PERSONAL DATA? 
  
A. What do "personal data" and "processing" mean, who is the "data controller" and who is the 
preferred contact person or "DPO"? 
 
A personal data is any information relating to an identified or identifiable natural person. It can, for example, 
be the name of a person, a photo, a telephone number, a code or an email address. 
 
The processing covers, inter alia, all aspects associated with the collection, recording, organisation, 
structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, 
dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction of 
personal data. 
 
Interparking, with its registered office at Beursplein 37, 3011AA in Rotterdam, is the data controller of your 
personal data that it has. This means that we decide on the purposes and the means of processing that data 
and that we are your point of contact and that of the supervisory authorities for any matter relating to the use 
of such data. 
  
A Data Protection Officer ("DPO") has been appointed within the Interparking Group. A voluntary Data 
Protection Officer has been appointed within Interparking and can be contacted using the following contact 
details: 

Interparking Nederland B.V. 
Data Protection Officer 
Postbus 30160 
3001DD Rotterdam 
privacynl@interparking.nl 

 
B. Who is affected? 
 
Our general privacy notice affects all natural persons whose data is processed by Interparking in respect of 
the services that it provides. The "data subjects" are therefore the customers and users of Interparking's 
services or its website. 
 

mailto:privacynl@interparking.nl
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C. What data is covered by this notice? 
 
The data in this category is the personal data about you, i.e. the data that enables you to be identified either 
directly (data such as your name and surname enabling you to be identified immediately), or indirectly (data 
such as the registration number of your vehicle or your subscription number that enables you to be identified 
indirectly).   
 
When we interact with you, we may be required to collect different personal data depending on the products 
or services involved: 
 
► Identification data (name, postal or email address, telephone number, vehicle registration number) is in 

particular collected to manage our subscription products, access to parking facilities, online  parking 
facility bookings, the creation of customer accounts, as well as marketing activities; 

► Data relating to your personal life can be requested, for example, when creating a customer account 
or when managing subscriptions (for example, proof of registration in the municipality of your place of 
residence);  

► Video images are recorded via the number plate recognition cameras and via the surveillance cameras 
which are placed in our installations particularly to enhance the security of the premises when you use 
our parking facilities; 

► Financial data (information about payments or your bank details) is requested for the purposes of 
managing payments for our products and services;  

► Data regarding connection (IP address) to our website is processed; for more information in this 
regard, please view our notice relating to cookies.   

 
In some cases, the data is sent to us by an external source. This is the case, for example, when we manage 
a parking facility and the owner of this parking facility hands us data for the purpose of providing access to 
the parking facility. 

 

2. WHEN IS YOUR PERSONAL DATA COLLECTED? 
 
Some of your data can, inter alia, be collected by Interparking: 
 
► when you become a customer via the subscription form or by opening an account; 
► when you subscribe to our products or services online or on our mobile application; 
► when you fill out the forms or contracts which we send you; 
► when you use our services and products; 
► when you subscribe to our newsletters or provide us with data to participate in a marketing activity; 
► when you contact us via the various channels made available to you; 
► when your data is published or passed on by authorised third parties (police and judicial institutions); or 
► when you are filmed by our surveillance cameras or your vehicle is filmed by our number plate 

recognition cameras in our parking facilities; 
► When you contact us via the intercom or the telephone number stated in the parking facility, these call 

can be recorded in order to fraud prevention or training purposes. 
 

3. ON WHAT LEGAL BASES AND FOR WHAT PURPOSES IS YOUR DATA PROCESSED? 
 
We process your personal data for various purposes. Each time that data is processed, only the data 
relevant to achieving the appropriate purpose is processed. 
 
Generally, by way of examples, we use your personal data: 
 
► when we have obtained your specific consent; 

• To send you marketing communications concerning companies within the Interparking Group or 
concerning partner companies. 

 
► for the performance of the contract  
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• entering into, managing and performing contracts forming part of Interparking's range of products 
and services;  

 
► in order to comply with any legal obligation to which we are subject, in particular: 

• tax or accounting obligations; 
 

► for reasons which constitute our legitimate interest, in which case we ensure that we maintain a 
proportionate balance between our legitimate interest and respecting your privacy: 

• conducting marketing studies and promoting our products and services;  

• preventing abuse and fraud; 

• protecting company assets;  

• monitoring whether the operations have been carried out correctly;  

• surveillance and checking of our buildings and parking facilities ; 

• establishing, exercising, defending and preserving our rights or those of the persons/entities that we 
may represent, for example during disputes; 

• looking for evidence allowing complaints to be managed (locating an unrecovered vehicle, for 
example). 

 

4. HOW DO WE PROTECT YOUR DATA? 
  
Access to your personal data is only authorised for people who need it to carry out their tasks. They are 
bound by a confidentiality agreement and must comply with all of the technical and organisational 
requirements laid down to ensure the confidentiality of the personal data. 

 
We have put in place technical resources and specialist teams that deal first and foremost with the protection 
of your personal data. We thus want to avoid unauthorised persons from having access to it, processing it, 
amending it or destroying it. 
 
Our websites can sometimes contain links to third party websites (social media, organisers of events that we 
sponsor, etc.) whose terms of use do not belong to the scope of this privacy notice on the protection of 
personal data. Therefore, we advise you to carefully read their privacy notice on the protection of personal 
data so that you are aware of how they respect your privacy. 

5. WHO HAS ACCESS TO YOUR DATA AND TO WHOM IS IT TRANSFERRED? 
 
A. The likely recipients of data about you  
 
Data about you may be passed on, where applicable, to other companies involved in the provision of the 
services. We pass on your data to service providers only if it is necessary for services to be offered on our 
behalf or to comply with legal requirements. We require, on each contract, that these service providers 
protect the confidentiality and the security of the personal information that they process on our behalf. 
 
We may pass on certain personal information that we collect from the companies of the Interparking group or 
from affiliated companies in Europe to process the transactions and other services which you have used and 
in accordance with the terms of this privacy notice or in the manner indicated when the data is collected.  
 
We do not sell the personal information that we collect about you and only disclose it in the circumstances 
described in this notice or in any other document which we will send to you when the data is collected. We 
only pass on your data for commercial use to third parties with your express prior consent, which can be 
withdrawn at any time. 
 
We also pass on your data to other persons/entities if we are obliged to do so because of a contractual or 
legal obligation or if a legitimate interest justifies it (to defend our interests, for example). 
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B. Subcontractors on Interparking's behalf 
 

a) General comments 
 
For some services, we use specialist partners in the Netherlands  or abroad who act as processors and are 
contractually bound to us.  
  
Interparking ensures that these "processors": 
 
► only have the data that they need to carry out their tasks and 
► undertake, vis-à-vis Interparking, on the one hand, to process such data securely and confidentially and, 

on the other, only to use the data to perform their tasks. 
 
 

b) Types of subcontractors  
 
We use some specialist subcontractors, such as: 
 
► intermediaries or partners with whom we work; 
► IT service providers and other technical services; 
► marketing offices. 
 

6. IS YOUR DATA PROCESSED OUTSIDE OF THE EUROPEAN UNION?  
 
Our IT infrastructure is located on the territory of the European Union (EU). 
 
We only transfer personal data outside the territory of the European Union to one of our service providers in 
the United States (US) with regards to our mailing service. The laws and regulations within the EU have 
specific requirements with regard to the transfer of data outside the EU. One of these requirements is that 
may only be transferred to countries where there is sufficient legislation and regulations to protect personal 
data. An agreement has been concluded between the EU and the US (known as the Privacy Shield) which 
allows the transfer of personal data from the EU to the US. 
 
Moreover, we would draw your attention to the fact that the use of email as a means of communication does 
not rule out the possibility that data may be transferred outside of the territory of the EU (some addresses 
used are provided by companies located and operating outside of such territory, mainly in the US). We can 
neither verify nor guarantee that those companies comply with the principles regarding data protection. 
These communications are however limited to what is necessary to perform the contract entered into with 
our customers. For our contacts who are involved on behalf of a legal entity, we consider that when they 
notify us of such an email address to contact them, they consent to such a transfer since it is inherent to its 
use.  
 

7. WHAT ARE YOUR RIGHTS AND HOW TO EXERCISE THEM? 
 
A. Right of access 
 
You have a right of access your personal data. You can ask us: 
 
► if we are processing your personal data or not; 
► for what purposes we are processing it; 
► what categories of data are processed; 
► to what categories of recipients it is supplied; 
► how long it is kept; 
► for information regarding the rights that you can exercise (rectification, erasure, etc.) or about the 

possibility of lodging a complaint with the data protection authority; 
► the origin of the data processed. 
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B. Right to rectification 
  
If you note that your data is inaccurate or incomplete, you can ask us to rectify it.  
 
C. Right to erasure ("right to be forgotten") 
 
In some very specific cases, the legislation allows you to have your personal data erased. 
 

This is the case in particular if: 

► the data is no longer necessary in relation to the purposes for which we collected such data; 
► the processing of your data is based exclusively on your consent and you decide to withdraw your 

consent; 
► you object to your data being processed and we have no legitimate reasons that override yours; 
 
Your right to be forgotten is not, however, absolute. We are entitled to continue to keep your data when 
keeping it is necessary, inter alia: 
 
► to comply with a legal obligation; 
► to establish, exercise or defend legal claims. 
 
D. Right to restriction of processing 
 
In some very specific cases, you can ask for the processing of your personal data to be restricted.  
 
This is in particular the case when: 
  
► you dispute the accuracy of a personal data, for the time that enables us to verify the accuracy of it; 
► although your data is no longer necessary for the pursuit of the purposes of the processing, you need it 

to establish, exercise or defend your legal claims. 
 
The restriction of the processing will end in the following circumstances: 
 
► you give us your agreement to it;   
► the processing of your data is necessary to establish, exercise or defend legal claims; 
► the processing is necessary to protect the rights of another natural person or legal entity;  
► the processing is necessary for reasons of public interest. 
 
E. Right to portability 
 
In some cases provided by the regulation, you are entitled to have the personal data which you have 
provided to us:  
► sent to you in a structured, commonly used and machine-readable format;  
► sent directly by Interparking to another data controller, provided that it is technically possible. 

 
In view of the processing actually carried out by Interparking, this possibility only exists in this instance for 
the processing for which Interparking asked for your consent or which is based on the performance of a 
contract entered into with you.  
 
F. Right to object 
 

a) General 
 
When the processing of your personal data is based on a legitimate or general interest on our part, you are 
entitled to object to this at any time, for reasons relating to your particular situation. 
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However, your request will be disregarded if we consider that our legitimate interests should override yours 
in the particular instance or if the processing of your data is still necessary to establish, exercise or defend 
legal claims. 
 

b) In respect of direct marketing 
 
Interparking considers that it has a legitimate interest in promoting its goods and its services and those of the 
Interparking Group and, it is for this reason that it offers to send you marketing communications (such as 
promotional offers).  
 
When you enter a contract with Interparking, you can object to such communications from Interparking being 
sent to you via an opt-out box.  
 
If you do not want us to contact you with commercial communications to promote our activities, you can, at 
any time, unsubscribe from them or object to your personal data being processed by or at the request of 
Interparking and Interparking cannot object to this.  
 
G. Withdrawal of your consent 
 
When the processing by Interparking is based on your consent, you can withdraw your consent at any time. 
This withdrawal will not jeopardise the legality of the processing of your personal data effected during the 
period before the withdrawal of your consent.  
 
This is the case – for example - when you have expressly consented, via an opt-in box, to receive 
newsletters. In the above example, it is impossible for Interparking to apply retroactively for a request to 
withdraw the consent.  
 
H. Who do you contact? 
 
To exercise your rights you can send an e-mail to privacynl@interparking.nl. To check your identity, we 
kindly request you to send a scanned copy of your ID. 
 
You can also contact our voluntary Data Protection Officer at the address below, by means of a dated and 
signed request, accompanied by a copy of your proof of identity, based on which we can verify your identity. 
Interparking Nederland B.V. 
Data Protection Officer 
Postbus 30160 
3001DD Rotterdam 
privacynl@interparking.nl 
 
If you think that the processing of your personal data constitutes a violation of the privacy legislation, you 
also have the right to lodge a complaint with the supervisory authority. 
 

8. HOW LONG DO WE KEEP YOUR DATA? 
 
We keep your information as long as we need it, or as long as it is mandatory for the law. We then delete 
your data or we make your data anonymous. If we make your data anonymous, we will delete all data that 
refers to you. The data can no longer be linked to you. The anonymous data helps us to get a better picture 
of the market fit of our products and services. 

9. YOUR USE OF OUR WEBSITES AND OUR MOBILE APPLICATIONS 
 
If you visit one of our websites, we use the browsing data generated during that visit by using cookies. For 
more information, please view our Terms of use of the website and Cookie notice available on our 
websites. 
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10. HOW CAN YOU KEEP INFORMED ABOUT AMENDMENTS MADE TO THIS GENERAL PRIVACY 
NOTICE? 
 
In a changing world where technologies are continually evolving, this general privacy notice may be subject 
to amendments. We would encourage you to view the latest online version of this declaration and we will 
advise you of any amendment via the website or through the other usual channels of communication. 


